
 

APPCHECK PRO 
Protect your files from modern-day ransomware 

CheckMAL AppCheck Pro provides outstanding protection from memory mapping 

ransomware, both generic and modern-day ransomware including the most 

sophisticated ransomware attacks. 

Protect against valuable data loss with CARB engine even in the failure of proactive 

defense. 

HIGHLIGHTS 

PROTECTION FROM RANSOMWARE THREATS 

Powerful protection from ransomware is provided by CheckMAL’s 

Context Awareness Ransomware Behavior engine, supported in 

real-time without cloud, analyzes file damages by ransomwares. 

RANSOMGUARD PROTECTION 

Original files damaged by ransomware is kept in a driver-level 

protected directory, efficiently keeps only files that are affected 

by ransomware attack, providing minimum disk space usage for 

backup. 

RECOVER YOUR DATA EVEN IF DETECTION FAILS 

Integrated scheduled backup provides an additional layer of 

protection of your files. Keeps track of file change and only 

changed files are accumulated. 

SIMPLE, WORKS WITH TRADITIONAL AV 

AppCheck Pro detects and stops ransomware activity at the 

moment of the behavior of file damage while traditional antivirus 

software prevents ransomware before its execution. This enables 

co-existence of AppCheck Pro and traditional antivirus software.  

 Real-time anti-ransomware 

protection 

 Support for Microsoft 

Windows 7/8/10 

 Independent from Cloud, no 

worries for data breach 

 RansomGuard efficiently 

backups only damaging 

files. 

 Works with traditional 

security products 

 Integrated scheduled backup 

and folder protection 

 Managed through 

CheckMAL Central 

Management System 
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 Real-time anti-ransomware protection without 

Internet connection. 

 Immediate protection against unknown 

ransomwares including zero-day 

ransomwares. 

 Advanced protection against ransomware – 

CARB engine blocks more than 99% of file 

encrypting ransomware. 

 RansomGuard efficiently backup original files 

that are only damaged by ransomware. 

 Co-existence with traditional antivirus 

software allows no need for replace existing 

security software 

 Managed through CheckMAL Central 

Management System 

 Files in shared folders across network are 

protected from remotely damaging 

ransomwares. 

 Integrated scheduled backup and folder 

protection provides additional layer of file 

protection and alternative for recovery. 

 Detailed file damage and recovery logs. 

 Automatic software update provides 

convenience for maintenance. 

 Quarantine files before disinfection or 

deletion 

 Easy installation and flexible integrated 

administration. 

 Comprehensive reports on ransomware 

detection and disinfection status. 

 

How to buy 

AppCheck Pro can be purchased as a separate 

targeted solution. To help you choose the 

most suitable product, please consult a 

CheckMAL reseller. 


